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RELEASE NOTES 
 
 

General information 
Issue ID Number 1-DSRD9 
Product Name Fiery on XPe Operating System, languages EFIGSBPD 
Issue Date 29 April 2004 
 

Files included in this release 
File name File size 
1-DSRD9.ps 27.3 MB 
Relnotes.doc  
    
  
 

Issue description 
Problems Addressed: 
1. XPe cumulative security patch for Fiery running on XPe in languages EFIGSBPD. 
2. Patch 1-DSRD9 replaces patch 1-D4VEP, as it includes all the fixes from patch 1-D4VEP. 

Steps to reproduce 
n/a 

Resolution type: Closed - Patch 
 

Resolution 
1-DSRD9.ps 

Important notes 
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Installation Instructions: 
1. Download 1-DSRD9.ps file via the Fiery Downloader or Command Workstation to the “Direct” 
Queue. 
2) After the system returns to 'Idle", wait 60 seconds. 
3) Reboot the Print Controller. If your Fiery has an LCD, choose Shut Down, and choose “Reboot 
System”. If your Fiery Does not have an LCD, use the Windows Start/Shut Down/Restart menu. 
Turn off your copier. 
4) Let Print Controller come to idle. 
5) Print the configuration page and make sure the correct information appears (Update Info section 
should contain the patch number 1-DSRD9. 
 
Important Note: This patch installs the following MS hotfixes on the Fiery: 
QFE#     MS Patch    Description 
824146    MS03-039     Remote Procedure Call Service Update 
330994   MS03-014     Cumulative Patch for Outlook Express 
823559   MS03-023     Buffer Overrun in HTML Converter Could Allow Code  execution                                 
815021   MS03-007     Unchecked Buffer In Windows Component Could Cause Server Compromise 
828750   MS03-040     Cumulative Update for Internet Explorer 
823182   MS03-041     Vulnerability in Authenticode Verification could allow Remote Code Execution 
828035   MS03-043     Buffer Overrun in Messenger Service Could Allow Code Execution 
819696   MS03-030     Unchecked Buffer in DirectX Could Enable System Compromise 
825119   MS03-044     Buffer Overrun in Windows Help Support Cntr Could Lead to System Compromise 
824105   MS03-034     Flaw in NetBIOS Could Lead to Information Disclosure 
832894   MS04-004     Cumulative Security Update for Internet Explorer 
828028   MS04-007     MS Bulletin MS04-007 ASN.1 Vulnerability Could Allow Code Execution 
835732   MS04-011     April 2004: Security Update for Windows XP Embedded with SP1 (835732) 
832483   MS04-003     Buffer Overrun in MDAC Function Could Allow Code Execution 
824141   MS03-045     Buffer Overrun in the ListBox and in the ComboBox Control Could Allow Code 
Execution 
821557   MS03-027     Unchecked Buffer in Windows Shell Could Enable System Compromise 
 
 
 
 


